Privacy Policy

Protecting your personal data is important to us. We process your data exclusively within the framework of the legal provisions (GDPR, Austrian Data Protection Act, Austrian Telecommunications Act 2003). Below we would like to inform you about the most important aspects of the data processing related to our parking management:

The controller as defined by the EU’s General Data Protection Regulation (hereinafter referred to as GDPR) as well as by other national data protection laws of the member states and other data protection regulations is:

University of Veterinary Medicine, Vienna (Vetmeduni)
Veterinärplatz 1
A-1210 Vienna
T +43 1 25077-0
F +43 1 25077-1090
E-mail: rektorat@vetmeduni.ac.at
www.vetmeduni.ac.at

Data protection officer

Attorney
Mag. Katharina Raabe-Stuppnig
University of Veterinary Medicine, Vienna (Vetmeduni)
Veterinärplatz 1
A-1210 Vienna
T +43 1 25077-1096
F +43 1 25077-1096
E-mail: datenschutz@vetmeduni.ac.at

Purpose

For the purpose of controlling access to the parking areas of Vetmeduni, to monitor access to university buildings and to limit access to restricted areas to authorised persons, the university collects and stores your personal data using an automated control network. The purpose of the data processing includes but is not limited to the automatic opening of the gate control system when a vehicle with parking permission approaches. This data is explicitly not processed for the purpose of monitoring or establishing the identity of the authorised persons.
Processed data

The data that is processed includes but is not limited to the following:
- Vehicle number plate, vehicle make and vehicle manufacturer

Legal basis

The legal basis for processing your personal data for the purpose described above is our legitimate interest pursuant to Art 6 (1) (f) of the GDPR. Our legitimate interest in this case is to ensure the safety of the university’s students and employees and to protect the property and infrastructure of Vetmeduni from damage, burglary and theft as well as from other damaging conduct.

Recipients

Following cases of theft, property damage, etc., existing log data may be passed on to law enforcement agencies and to public prosecutors for the purpose of providing evidence in criminal proceedings as well as to courts for the purpose of providing evidence in criminal or civil proceedings. To some extent, we make use of external service providers (so-called processors) to process personal data. The processors are carefully selected and commissioned by us, are bound by our instructions and are monitored on a regular basis.

Duration of storage

Log data (movement data) is stored for 72 hours for the purpose of access management.

Your rights

The GDPR confers the following rights on you as a data subject:

Art. 15 of the GDPR grants you the right to obtain information about your personal data processed by us.

Art. 16 of the GDPR gives you the right to obtain without undue delay the rectification of inaccurate personal data and to have incomplete personal data stored by us completed. As a student, you are required under Section 59 (2) of the University Act (UG) to notify without undue delay any university at which you have been admitted to study of any changes to your name or address.

Art. 17 of the GDPR grants you the right to obtain the erasure of your personal data stored by us. The right to erasure may be limited in situations specified by law, including but not limited to exercising the right of freedom of expression and information, compliance with a legal obligation, for archiving and research purposes in the public interest and for the establishment, exercise or defence of legal claims.
Art. 18 of the GDPR grants you the right to obtain restriction of processing of your personal data if you contest the accuracy of the data, if the processing is unlawful, if we no longer need the data and if you object to the data’s deletion because you require the data for the establishment, exercise or defence of legal claims. Art. 18 of the GDPR also grants you the right to object to processing pursuant to Art. 21 of the GDPR.

Art. 20 of the GDPR grants you the right to receive the personal data that you have provided to us in a structured, commonly used and machine-readable format. You also have the right to transmit the data to another controller.

Art. 77 of the GDPR grants you the right to lodge a complaint with a supervisory authority. As a rule, you may contact the supervisory authority of your habitual residence, place of work or our university headquarters. In Austria, the supervisory authority is the Austrian Data Protection Authority, Barichgasse 40-42, 1030 Vienna, telephone: +43 1 52 152-0, e-mail: dsb@dsb.gv.at, web: www.dsb.gv.at.

When we process your personal data on the basis of legitimate interests pursuant to Art. 6 (1) (f) of the GDPR, Art. 21 of the GDPR grants you the right to object, on grounds relating to your particular situation, to the processing of your personal data. If you object to the processing of your personal data, Vetmeduni Vienna will no longer process the data unless Vetmeduni demonstrates compelling legitimate grounds for the processing which override the interests, rights and freedoms of the data subject or for the establishment, exercise or defence of legal claims.